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(57) Abstract : 
The present invention discloses a system (100) and method (200) to detect behavioral patterns in a network (110). It involves: 
receiving (202), at a controller (106), data being monitored and collected by one or more network monitoring modules (104), wherein 
the data pertains to network activity of one or more network entities (102) associated with the network (110), and determining (204) 
real-time behavior of the one or more network entities (102) by analyzing the received data at learning engine (108). It further 
involves comparing (206) real-time behavior of network entities (102), and correspondingly detecting the presence of an anomaly 
based on the deviation of the real-time behavior of the one or more network entities (102) with the corresponding behavioral profiles. 
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