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(57) Abstract : 
Disclosed is a system (100) for detecting man-in-the-middle (MITM) attacks. The system (100) includes an input unit (102), a 
processing unit (104), and an output unit (106). The input unit (102) is configured to receive traffic associated with one or more 
networks. The processing unit (104) that is coupled to the input unit (102) and configured to analyze network traffic patterns. The 
processing unit (104) analyzes the network traffic patterns to identify potential man-in-the-middle attacks. The processing unit (104) 
employs one of, a machine learning technique and an artificial intelligence technique. The output unit (106) that is coupled to the 
processing unit (104) and configured to initiate one or more mitigation operations that mitigate an effect of the man-in-the-middle 
attacks. 
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