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(57) Abstract :
The present invention discloses a system (100) for the detection of cyber threat through data sonification. The system (100) consists of
a server (106) for secure communication with one or more computing devices (110) via a network (108), a processor (102), and a
memory (104) containing a set of instructions. When executed, the processor (102) receives a set of network traffic data from the one
or more computing devices (110), extracts one or more features from the received data, and converts the extracted features into audio
patterns that represent a sonified based network traffic data. Correspondingly, the audio patterns are compared against a plurality of
audio patterns associated with known cyber threats stored in a database (220). The system (100) can subsequently detect the presence
of malicious audio patterns in the sonified network traffic data and identify the specific cyber threat, including type and severity of the
identified cyber threat.
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