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(57) Abstract :
The present invention discloses a system 100 and method for facilitating security of ports 110 in a network 108. The system 100
includes a control unit 102 comprising a processor 104, coupled to a memory 106. The memory 106 includes a set of instructions,
which when executed, cause the processor 104 to detect for an attack over the network 108, based on pre-defined criteria associated
with the one or more ports 110 connected to the network 108 and mask the one or more ports 110, in case of detection of the attack
over the network 108.
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