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(57) Abstract :
The present invention discloses a system (100) for authentication of multiple IoT devices. The system (100) comprises an edge
authenticating server (106) facilitating secure communication with IoT devices (110) over a network (108). It features a processor
(102) and memory (104) housing instructions for executing the authentication process. Initially, the system (100) receives
identification information and unique cryptographic keys from IoT devices (110). It then verifies their authenticity by comparing the
received identification information with predefined verified IoT device data stored in a database (112). The system (100) subsequently
registers the IoT devices, associating them with their received identification information and cryptographic keys within the database
(112). When IoT devices (110) request network access, they provide their unique cryptographic keys for verification. The system
(100) authenticates the request by comparing the provided cryptographic key with those stored for registered devices, ultimately
granting or denying network access based on successful authentication.
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