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(57) Abstract :
The present disclosure relates to a system and a method for real-time authentication of a user device. The system for real-time
authentication of a user device includes a sensing unit configured to acquire one or more images of an eye of a user and a processor
operatively coupled to the sensing unit, the processor is coupled to a memory storing instructions executable by the processor. The
processor is configured to receive the acquired one or more images, analyze the received one or more images; generate a biometric
template representing unique biometric features of the user's eyes based on the analyzed images, and compare the generated biometric
template with a stored biometric template of the user and authenticate the user secure access to the user device.
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