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(57) Abstract :
The present disclosure relates to a system and method for detecting compromised enterprise end stations using tunnel tokens is
disclosed. The system comprises a network infrastructure [100] with multiple enterprise end stations [110] and a central security
server [130]. The central security server [130] generates unique tunnel tokens [131] and assigns them [132] to end stations [110].
Encrypted communication tunnels [140], utilizing mechanisms like TLS or VPNs, facilitate secure data transmission between the end
stations [110] and the central server [130]. A traffic analysis module [133] within the server [130] monitors transmitted data packets
for patterns indicative of security compromises. When anomalies are detected, a threat detection and mitigation module [134]
activates, identifying compromised end stations via their associated tunnel tokens. The system enhances security through periodic
token renewals [135] and leverages machine learning for improved anomaly detection.

No. of Pages : 24 No. of Claims : 10


