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(57) Abstract :
The present disclosure provides a client-side authentication system (100) to service selection within specified port numbers. The
system (100) includes a processor (104) that initiates an authentication process from a client device (102) to a server (112), leading to
the reception of a server response containing a comprehensive list of available services tied to specific port numbers. This initiates an
authentication protocol, forging a secure, mutually authenticated link between the client device and the server. Central to the system's
robust security architecture is the meticulous validation of server authenticity and the verification of the requested service's alignment
with the correct port number. Upon successful authentication and port number validation, the system grants secure access to the
desired service. Moreover, the validation of server authenticity and port numbers performed directly by the client device, solidifying
the system's security
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