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(57) Abstract :
ABSTRACT SYSTEM FOR SECURE AND TRACEABLE COMMUNICATION SYSTEM The present disclosure discloses a
system (102) secure and traceable communication system (102) for preventing vehicle theft and data theft originating from
cyberattacks on vehicles, comprising a distributed ledger creation module (104) configured to establish a distributed ledger for vehicle
communication, utilizing IOTA technology, a blockchain solution platform, and cryptocurrency tailored for the Internet of Things
(IoT), wherein the IOTA technology incorporates a tangle network to immutably record data exchanges across vehicle nodes. FIG.1
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