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(57) Abstract :
A system (100) and a method (200) for cloud data masking is provided. The system (100) includes a server (102) having an encryption
component (104), a data tokenization component (106), a data substitution component (108), and a configuration component (110) for
cloud data masking. The system (100) provides an additional layer of security to protect sensitive data stored in the cloud. The system
(100) offers flexibility in customizing the level of masking for different types of data. The system (100) can seamlessly integrate with
other security systems, including firewalls, intrusion detection systems, and identity management systems. The system (100) is
designed to handle large volumes of data in the cloud, providing scalability and optimized performance. By efficiently masking
sensitive data, the system (100) minimizes any potential impact on data processing speed and ensures smooth operations even with
substantial data volumes.
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