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(57) Abstract :
The proposed system is a robust and scalable solution for achieving differentially private aggregation in a star topology under a
realistic adversarial model. It comprises a set of nodes (102), each equipped with a processor, memory, and secure communication
interface, along with a central node (108) responsible for data aggregation and storage. To ensure privacy, a local Random Number
Generators module (106) introduces random noise to the data at each node. Secure aggregation of the randomized data is performed at
the central node using a secure aggregation module (110), while an adversarial detection and mitigation module (114) effectively
counters attacks from powerful adversaries. The system's scalability allows efficient handling of a large number of nodes, and an
additional post-processing module (112) enhances the utility of aggregated data for downstream analysis. Overall, this system stands
as a robust solution capable of protecting data privacy and integrity in real-world scenarios with powerful adversaries.
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