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(57) Abstract :
The present invention discloses a system (100) for predicting and preventing one or more stalking incidents. The system (100)
comprises a server (106) that establishes a secure communication channel with one or more computing devices (110) and one or more
users (112). The system (100) is equipped with a processor (102) and a memory (104) containing a set of instructions. The processor
(102) is instructed to receive a plurality of social networking data from the computing devices (110) and compare the received social
networking data with known data associated with online stalking stored in a database to determine potential stalking behavior.
Additionally, processor (102) receives location data from the computing devices (110) and identifies instances where one user (112) is
repeatedly in the near vicinity of another user (112) to detect potential stalking behavior. By correlating the social networking data
comparison and location data identification, the system (100) can predict the occurrence of one or more stalking incidents and
subsequently prevent the one or more predicted stalking incidents. To ensure user safety, the system (100) generates and transmits one
or more alert signals to the relevant computing devices (110) upon predicting one or more stalking incidents, allowing users to take
precautionary measures.
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