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(57) Abstract :
The present disclosure relates to a system (100) and a method (200) that includes a processor (102) and memory (104) that execute a
set of instructions to secure an online health platform. The system receives a set of medical information from one or more users (114)
through one or more computing devices (112) and stores the medical information from one or more users (114) in a server (110).
Additionally, the system (100) receives a set of authentication data from one or more users (114), analyzes the set of authentication
data from one or more users (114) to validate identity of one or more users (114), verifies the identity of one or more users (114) upon
analysis of received authentication data and grants access to stored medical information in the server (110) on verification of the
identity of one or more users (114).
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