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(57) Abstract : 
The present disclosure relates to a system (100) that enables a secure messaging platform for sending confidential messages (110) 
between a sender and a recipient. The system (100) comprises multiple privacy and authentication systems (100) firstly to verify an 
identity of the user and secondly to protect the message being transmitted from any external attacks. The method comprises 
authenticating a user then encrypting (108) the message with an encryption key and sending this encrypted message (110) and the 
corresponding decrypting key over the connection to the recipient. At the recipient’s end, the message (110) will be decrypted and 
displayed on his device. The end-to-end encryption ensures that the message (110) can only be read at the sender’s (102) or receiver’s
(116) end without any possibility in the middle. The system (100) also ensures that data privacy is maintained and the sender (102) 
can also recall or delete the message. 
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