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(57) Abstract : 
The present invention discloses a system and method for managing network security in a computer network. The system consists of a 
processor, a security module, and a response module. Utilizing a machine learning model, the security module generates risk scores 
for network transactions, indicating the likelihood of cyber attacks. The response module triggers responses based on these risk scores, 
including communication restrictions for transactions exceeding a predetermined threshold and recording transactions while notifying 
user devices for risk scores falling within specified thresholds. 
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