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(57) Abstract : 
The present disclosure relates to a system (100) and method for remotely identifying and authenticating an individual in an online 
work environment. The method comprising executing one or more instructions by a processor; identifying and authenticating an 
employee requesting for one or more resources via an identification module coupled to the processor, enabling an admin to monitor a 
remote device of the employee to perform one or more actions via an administrator module, and authenticating the employee and 
granting access to the requested resource via an authentication server, wherein the authentication server comprises a contextual data 
collection tool configured to provide contextual data associated with the employee, wherein the contextual data includes the 
credentials. 
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