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(57) Abstract : 
A cloud security system (100) and a method (200) for safeguarding data hosted in cloud. The system (100) includes a plurality of 
security controls (102) having a drift prevention module (104), a behavioral profiling module (106), and a Deep AI module (108) to 
safeguard the data, the programmes, and the infrastructure hosted in the cloud. The system 100 provides robust security controls and 
measures to protect the cloud against malware, hackers, DDoS attacks, and unauthorized user access and use. The system 100 assists 
with regulatory data compliance, helping organizations ensure they are meeting their obligations under applicable laws and 
regulations. The system 100 helps organizations improve their security posture and reduce the risk of breaches. The system 100 helps 
organizations stay ahead of the curve and outmaneuver uncertainty. The system 100 fosters better teamwork by making data more 
accessible and content management simpler.  
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