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(57) Abstract : 
The present disclosure relates to a system 100 and method 300 to identify malicious uniform resource locators (URLs). The system 
100 receives a dataset containing one or more URLs from a trained machine learning model and preprocesses the received dataset 
containing one or more URLs to extract a set of attributes. Additionally, the system 100 inputs the extracted set of attributes to the 
trained machine learning model through one or more computing devices 112 and responds to the input of the extracted set of attributes 
to indicate one or more malicious URLs. The system correspondingly send an alert to the one or more users (114) through the one or 
more computing devices (112) on detection of the one or more malicious URLs.  
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