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(57) Abstract : 
The present disclosure relates to a system (100) and method (300) to detect phishing emails. The system gathers a dataset of one or 
more emails from one or more users (114) from one or more computing devices (112), and extracts a set of features from dataset of 
the one or more emails. Additionally, the system categorizes the extracted set of features from the dataset of the one or more emails by 
integrating one or more categorization techniques to enable detection of one or more phishing emails and display the set of features 
extracted from the dataset of the one or more emails for representing the detected one or more phishing emails. The processor (102) 
also sends an alert to the one or more users (114) through one or more computing devices (112) on detection of one or more phishing 
emails.  
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