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(57) Abstract : 
The present invention discloses a system (100) for remotely controlling an android device from a remote location. The system (100) 
includes an interface installed on a computing device of an administrator, allowing real-time viewing and manipulation of the android 
device's screen, and a processor (102) to establish a secure connection between the computing device and the android device. The 
secure connection employs SSL encryption for transmitting screen sharing data. Consent is obtained from the end user of the android 
device, granting access at any time, even when the user is absent. The administrator can simulate taps, clicks, and keystrokes on the 
android device and identify and terminate undesirable programs remotely in response to reported unusual activity. Additionally, the 
system enables delivery of files to the android device during remote control, with immediate access provided upon termination of the 
remote session.  
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