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(57) Abstract : 

The present disclosure relates to a system and method to detect threat in an organization. The method includes monitoring one or more 

activities of a user on a user device using technical indicators. The method also includes receiving one or more behaviour feedbacks 

from one or more peers of the user in the organization. The method also includes identifying one or more personal characters of the 

user using personal indicators via the user device. The method also includes integrating one or more parameters associated to the user. 

The method further includes determining at least one risk factor and a level of risk to the organisation, by the user, for detecting threat 

to the organization, based on the one or more parameters, using risk indicators, using a pre-defined set of instructions. 
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