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(57) Abstract : 
A method 300 for securing internal network from unsecured internet traffic includes a cloud server 108 accessed by a plurality of 
users 102 in a network 120, a database 110, and one or more processor to perform operations including monitoring entering of one or 
more security attacks in the internal network, detecting at least one such attack, assessing the one such attack for success probability 
limits and its associated impact parameters, assessing at least one activation impact parameter of at least one counter security measure 
in response to the at least one detected security attack and its associated impact parameters, deciding activation of at least one counter 
security program, and activating at least one counter security program to counter the security attack in the internal network. The 
counter security programs/application includes URL and DNS filters, a SSL scan, a TLS interception, and one or more malware 
protectors. 
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