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(57) Abstract : 
Embodiments of the present disclosure may include a system to access intranet using zero trust network access (ZTNA), the system 
may include a processor 102, and a memory 104. The processor 102 may be configured to receive a login request from a user, for 
using at least one of an application and a resource, authenticate the user, by checking one or more credentials extracted from the login 
request, and enable the user to access the at least one of the application and the resource requested, upon successful authentication, 
using a secure, encrypted tunnel. 
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