
The Patent Office Journal No. 03/2023 Dated  20/01/2023                                    4516 

(12) PATENT APPLICATION PUBLICATION (21) Application No.202311002836 A 

(19) INDIA  

(22) Date of filing of Application :13/01/2023 (43) Publication Date : 20/01/2023

 
(54) Title of the invention : SYSTEM AND METHOD FOR PREVENTING MONEY LAUNDERING USING DIGITAL LEDGER 
TECHNOLOGY 

 

(51) International 
classification  

:G06Q0020400000, H04L0009320000, 
G06Q0040040000, G06Q0020380000, 
G06Q0040020000 

(86) International 
Application No 
      Filing Date  

:NA 
:NA 

(87) International 
Publication No  

: NA  

(61) Patent of Addition 
to Application Number 
      Filing Date 

:NA 
:NA 

(62) Divisional to 
Application Number 
      Filing Date 

:NA 
:NA 

  
(71)Name of Applicant :  
   1)Chitkara University 
      Address of Applicant :Chitkara University, Chandigarh-Patiala 
National Highway, Village Jhansla, Rajpura, Punjab - 140401, 
India. Patiala ----------- ----------- 
   2)Bluest Mettle Solutions Private Limited 
Name of Applicant : NA 
Address of Applicant : NA 
(72)Name of Inventor : 
   1)MANTRI, Archana 
Address of Applicant :Chitkara University, Chandigarh-Patiala 
National Highway, Village Jhansla, Rajpura, Punjab - 140401, 
India. Patiala ----------- ----------- 
   2)MISHRA, Rahul 
Address of Applicant :ODC-4, Panchshil Tech Park, inside 
Courtyard by Marriott premises, Hinjewadi Phase - 1, Pune - 
411057, Maharashtra, India. Pune ----------- ----------- 
   3)MISHRA, Sakett 
Address of Applicant :ODC-4, Panchshil Tech Park, inside 
Courtyard by Marriott premises, Hinjewadi Phase - 1, Pune - 
411057, Maharashtra, India. Pune ----------- ----------- 
 

(57) Abstract : 
Present disclosure relates a system (100) and method for preventing money laundering using a digital ledger of blockchain technology. 
System (102) receives at least one request from at least one user (118), the at least one request pertains to creating a digital profile of 
the at least one user (118). System (102) constructs, by a Know Your customer (KYC) module (210), the digital profile of the at least 
one user based on a one-time registration. Further, monitor, one or more transactions of the at least one user (118), and automate smart 
contract module (212), to detect and store money laundering process. Identify one or more suspicious transactions pertaining to the 
money laundering process, and instantly block the one or more transactions of the at least one user. Generate alert, by alert module 
(216) to notify one or more suspicious transactions of the at least one user to prevent money laundering. 
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