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(57) Abstract : 
The present disclosure relates to malware identification system (100) using virtual assistant (106) comprising a virtual assistant (106) 
to recognise one or more contents from one or more users (102), a data storage unit (108) and a processing unit (104). The processing 
unit (104) is communicatively coupled to the virtual assistant (106) and the data storage unit (108). The processing unit (104) receives 
the one or more contents from one or more users (102) as input. On analysing the one or more contents for detecting malware, the 
processing unit (104) updates the data storage unit (108) with information related to the malware. The system shares the information 
related to the malware and provides one or more actions to remediate the identified malware. The system (100) connects to an 
authorised entity when the virtual assistant (106) fails to recognise one or more malware contents. 
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