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(57) Abstract : 
Embodiments of present disclosure may include a system (100) and method (300) for managing vulnerability. The system (100) 
includes a processor (102) and a memory (104), the processor (102) is configured to activate a scanning unit (112) to identify one or 
more vulnerabilities in a plurality of computing devices connected to a network (108). Additionally, the processor (102) evaluates, the 
identified one or more vulnerabilities and correspondingly provides a risk rating and a score to each of the identified one or more 
vulnerabilities in which corresponding to the risk rating, the score corresponds to the severity of the vulnerability. 
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