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(57) Abstract : 
Embodiments of the present disclosure disclose a system 100 may include a decentralized database 112 connected to a blockchain 
network 106 to a plurality of user devices 104. The decentralized database 112 is communicatively coupled with an AI engine 108, the 
AI engine may include a processor 202 operatively coupled with a memory 204, where the processor receive information of a plurality 
of products from a manufacturer, store the information in the decentralized database 112 and deliver the plurality of products to one or 
more stores. Furthermore, the received plurality of products are authenticated by scanning an electronic tag attached to each of the 
plurality of products and the stored information. the information pertains to any or a combination of name, manufacturing year, price, 
and quality.  
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