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(57) Abstract : 
A system of security for windows based device 100 operatively coupled with one or more processors on a network interface 114 
gaining access to an external wide area network, such as the Internet. The system includes a network access controller and a machine 
learning module. The system generates audit reports based on file finding list option and audit category of policies, and also the 
system detects any unusual activity from a device on the network and can take autonomous decisions based on calculated scores to 
allow or block the unusual activity. 

No. of Pages : 20 No. of Claims : 10 


