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(57) Abstract : 
The present disclosure relates to a system (100) and method for verifying know your customer (KYC) using digital ledger comprising 
one or more blockchain nodes (106) and a processing unit (108). The one or more blockchain nodes (106) form a blockchain network 
(120). The processing unit (108) is communicatively coupled to the one or more blockchain nodes (106) and a hashing module (112) 
configured in the node (106). The processing unit (108) has a memory (110) for storing instructions. The processing unit (108) 
generates one or more hash data using the hashing module (112) when input data is received from one or more administrative users 
(104). The hashed data is stored in decentralized network (120). One or more third party administrative users (122) access and verify 
the information in decentralized server. When data is updated, one or more new hash data is generated and broadcasted to the 
blockchain network (120).  
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