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(57) Abstract : 
A system (100) for detecting phished URLs over a network (110) comprising a detection unit (104), a configuration unit (112), an 
output unit (108) and a processing unit (102). The processing unit (102) is communicatively coupled to the detection unit (104) and 
the configuration unit (112) and executes, a set of instructions to enable, the detection unit (104) to detect, identify and track phishing 
URLs. The detection unit (104) generates one or more log data files. The processing unit (102) load one or more configuration files 
from the configuration unit (112) and analyse it with the one or more log data files. The output unit (108) is configured to generate one 
or more reports in one or more formats based on the detected URLs. The system (100) is compatible with one or more operating 
systems. HTTP and SOCKS5 proxy supports are added for detection of the URLs behind proxy server. 
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