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(57) Abstract : 
The present disclosure discloses a method and a system for detecting clickjacking. It involves identifying, through a detection module 
comprising a processor coupled with a memory, a user interface (UI) on which a user has to click; classifying, at the detection module, 
by processing the identified UI as any of real UI and redressed UI, and correspondingly confirming an event of clickjacking; and 
triggering, at the detection module, a set of warning signals, in case the clickjacking is confirmed. Further, it involves receiving, at an 
output terminal operatively coupled to the detection module, the triggered set of warning signals, and correspondingly generate an 
alert. It also involves detecting frameable response as a function of possible clickjacking, and correspondingly confirming the 
clickjacking. 
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