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(57) Abstract : 

Embodiments of present disclosure relate to a system and method for protecting data from unauthorized access. The system includes a 

processor configured to receive, an image from an input unit, and generate a secret key. Additionally, the processor may be configured 

to receive the data from the input unit, encrypt, the received data, and hide the received data in the received image. Furthermore, the 

encrypted data may be hidden in the received image using a random seed universally unique identifier (UUID) technique, and the 

image is stored on a server, one or more computing devices having secret key may access the image to get the hidden data. 
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