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(57) Abstract : 

The present disclosure relates to a system (100) and method (500) to detect security vulnerabilities in a client-server architecture. The 

system (100) includes a client device (102) connected to a server ( 104), and an input device (106) detachably coupled to the client 

device. The input device adds at least one test code to a code segment of the client-server application running in the client device, and 

upon execution of the at least one test code generates a security-related data in response to at least one monitored execution event of 

the client-server application, store the generated security-related data in a database and process the stored security-related data to 

detect presence of at least one vulnerability in the client-server application based, and correspondingly generate a report that is 

displayed to a display device.  
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