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(57) Abstract : 
The present disclosure relates to a device for malware detection. The system (100) is configured a housing (102) where a memory unit 
(104), a processing unit (106) and a multimedia processing unit (108). The memory unit (104) has an executable code to be scanned 
while the processing unit (106) initiates a memory scan of the memory unit (104) to identify a malware in the code. Additionally, the 
multimedia processing unit (108) fetches the malware binary data from the processing unit (106) and converts it into grayscale images. 
Moreover, it scans the grayscale images for malware based on known malware signatures using multiple techniques. The techniques 
are capable of both scanning the grayscale images malware based on known malware signatures stored in the cache memory and 
updating the cache memory with a signature of a new malware, based on scanning of in a periodic cycle. 
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